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Case Study

Making your tech journey more secure.

The Client

Financial Entity with more than 35,000 employees and with global presence.

The Challenge

The Client has a very considerable set of business applications, with very sensitive data and 
financial transaction support, and with a high dynamic of updates.
The Client felt that the traditional test model could not keep up with the dynamics of their 
business requirements, as well as felling a lack of agility in the reporting process and 
management of the results of their Pentesting actions.

The Solution

This customer's requirements were immediately matched by KEEP-IT-SECURE-24 
Persistent Testing service, launched in 2013.
Through this service the client has Persistent Pentesting performed, integrated in its 
change management cycle and with manual in-depth tests performed by our certified 
team.
As a deliverable of this service, the client has access to the service platform where he can 
manage the lifecycle of vulnerabilities, ensure the interaction between the resolution teams 
and our testing team, dynamic generation of reports and support during the effective 
resolution of vulnerabilities.

The Impact

The customer was able through KEEP-IT-SECURE-24 to obtain a service with a very efficient 
cost compared to the service they previously had, with effective fulfilment of their 
objectives.
The service eventually helped the customer mitigate more than 60% of vulnerabilities 
compared to what they had before, and with a resolution time in some cases reduced to 
less than half of what had been previously recorded.
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